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A Szamitéstechnikai Szakosztaly az EOQ MNB Informatikai Szakbizottsagaval
egyuttmikodve tartotta meg rendezvényeit.

NIS2 a gyakorlatban — Hogyan tudja a megfelelést egy
célszoftver tamogatni, és miben konnyiti meg a résztvevék

munkajat?

Id6épont: 2025.03.06.

El6ado: Dr. Vaczi Daniel, a Brind kiberbiztonsagi startup alapitéja, Ggyvezetéje
Helyszin: NJE GAMF

A Brind egy 0j NIS2 alapu Informaciobiztonsagi Iranyitasi Platform és Piactér. A startup
kildetése, hogy segitsen a megfelelésben, az iranyitasban és az audit soran. Az
eléadasban ezek mentén mutatja be a platform megalmoddja az elmult bd egy év
tapasztalatai mentén a legnagyobb nehézségeket és osztja meg a tapasztalatait. Az
eléadast ajanljuk minden a téma irant érdekl6d6 hallgatdnak és minden érintett szervezet
informaciobiztonsagi, informatikai munkatarsanak, vezetéjének.

A kibervédelem helyzete napjainkban

Id6épont: 2025.03.12.

El6ado: Dr. Gocs Laszl6, Neumann Janos Egyetem, informatikai igazsagugyi
szakértd

Helyszin: NJE GAMF

A modern digitalis vilagban a kibervédelem kiemelt jelentéséggel bir mind a vallalatok, mind
az egyéni felhasznaldk szamara. Az el6adas soran attekintjuk a jelenlegi kiberbiztonsagi
kihivasokat, a leggyakoribb fenyegetéseket, valamint a legujabb védelmi megoldasokat és
stratégiakat. Sz6 lesz az adatvédelem fontossagardl, a zsaroldvirusok, adathalasz
tdmadasok és mas kibertamadéasi médszerek terjedésérdl, valamint az ezek elleni hatékony
védekezés lehetbségeirél. Az eléadas célja, hogy a résztvevék naprakész informaciokat
kapjanak a kiberbiztonsagi trendekrél, és gyakorlati Utmutatast kapjanak sajat védelmi
stratégiaik fejlesztéséhez.
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Al in Cybersecurity

Id6épont: 2025.03.19. _
El6ado: Prof.Dr. Ferdi Sonmez, Istanbul Aydin University
Helyszin: NJE GAMF

This lecture focuses on how Al can be used to enhance cybersecurity and the challenges
and risks involved. It covers the fundamentals, algorithms, and learning modes of Al and
how they can be applied to various security technologies and processes. There are many
different Al models, stand out as proven applications to cybersecurity, such as machine
learning (ML), deep learning (DL), generative Al (GenAl), natural language processing
(NLP), and knowledge graph (KG). They can work together to create powerful technologies,
including virtual assistants for cybersecurity. The impact of Al on cybersecurity is quite
significant in that it helps fill the skill gap, accelerate threat detection, automate processes,
and improve security posture. On the other hand, threat actors can misuse and exploit Al to
create more sophisticated and evasive cyberattacks. Lastly, we examine the factors that
influence the adoption of Al and its future.

Microsoft 365 Copilot — Biztonsagos Ml hasznalat vallalati

kornyezetben

Id&pont: 2026.03.27.

El6ado: Kozak Janos, Crayon Magyarorszag Kift.
Helyszin: NJE GAMF

A Microsoft 365 Copilot egy rendkivil hasznos Ml-alapu eszk6z, amely segiti a hatékonyabb
munkavégzést dokumentumok létrehozasaban, e-mailek kezelésében és informaciok gyors
felfedezésében. Nagyvallalati kérnyezetben azonban kiemelten fontos az adatok védelme,
hogy az MI kizardlag az adott felhasznalé szamara elérhet6 vallalati tartalmakbdl dolgozzon.
A biztonsagos hasznalat érdekében kulcsfontossagu:

e Adatvédelmi és hozzaférési szabalyok beallitasa (DLP, Purview)

e Auditalas és naplézas aktivalasa (Microsoft 365 Compliance Center)

e Felhasznaloi engedélyek és szerepkdrdok pontos meghatarozasa (RBAC,

Conditional Access)

e A Copilot hozzaférésének szabalyozasa vallalati tartalmakhoz
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Mesterséges intelligencia eszkozok a szoftverfejlesztésben

Id&pont: 2025.09.15.
Eléado: I?r. Bodon Ferenc, KX
Helyszin: OE BGK

Az Al alapjaiban valtoztatia meg a szoftverfejleszték vilagat. Kilénb6zd generaciok
kilénb6z6é moédon reagadlnak a valtozasra. Az eldadasomban egy jellemzd folyamatot
mutatok be, a tagadast, amely 6t fazisbdl all. Kitérek majd az Al hatasaira a fejleszt6i
munkaerépiacon és praktikus példakon keresztil bemutatom, hogy ma az Al mire
hasznalhat6é es mire nem.

Al tamogatott programozas - eszkozok és technikak

Id6épont: 2025.10.02.
El6ado: Cserko Jozsef, Neumann Janos Egyetem
Helyszin: NJE GAMF

Nagyon sokan hasznaljak az Al Coding asszisztenseket, és naprél-napra jelennek meg Uj
megoldasok ezen a terlleten. Az el6adas soran attekintjuk a jelenlegi helyzetet, megnézzuk
melyek azok az asszisztensek amelyek a legjobb teljesitményt nyujtak. Beszélni fogunk a
hatékonysagrol, a Prompt Engineering, Context Engineering, Agentic Coding kilénb6zé
szintjeirdl. Végul arrdl is sz6 lesz, hogyan tudjuk ezt beépiteni az oktatasba, akar tanari, akar

hallgatoi oldalon.

Challenge-Based Learning in Web Security: Real-World
Vulnerabilities in the Classroom

Id6épont: 2025.10.09. .
El6ado: Prof. Dr. Zlatko Covi¢, Subotica Tech-College of Applied Sciences
Helyszin: NJE GAMF

This lecture introduces Challenge-Based Learning (CBL) as an active learning approach in
web security education. At Subotica Tech, CBL has been applied through hands-on
challenges where students individually solve tasks, submit their code and explanatory
reports, and later reflect on solutions in joint discussions.

Through these challenges, students explore and mitigate real-world vulnerabilities such as
SQL Injection, XSS, and CSRF in a controlled PHP environment, while practicing secure
coding techniques.
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Hogyan tartsuk kordaban az Al megoldasainkat?

Id6épont: 2025.10.30.
El6ado: Kozak Janos, Crayon Magyarorszag és SoftwareOne Hungary Kft.
Helyszin: NJE GAMF

Az Al — és kiléndsen a generativ Al — hatalmas lehet8ségeket nyujt, ugyanakkor Uj security
és megfeleléségi kihivasokat is hoz. Az el6adas soran bemutatjuk, hogyan tudjak a
vallalatok felel6sen, biztonsagosan és szabalyozottan bevezetni és mikdodtetni az Al alapu
megoldasokat Microsoft technoldgiak segitségével.

Fébb témaink:

e Microsoft 365 Copilot és Copilot Studio security kontrollok — hogyan biztositsuk a
hatékony, de biztonsagos felhasznalast.

e M365 biztonsagi és megfelel6ségi eszk6zok — hogyan tudjuk tiltani, szabalyozni és
riportalni a Copilot hasznalatat.

e Microsoft Sentinel integracié — valds idejli monitorozas és fenyegetésészlelés az Al
hasznalatban.

e Mas generativ Al szolgaltatasok tiltasa és felligyelete — hogyan akadalyozhatjuk
meg a nem engedélyezett Al megoldasok hasznalatat a szervezetben.

programok segitségével.

Gyere el majus masodikan, és ismerd meg, hogy hogyan tudod az uzleti folyamatokat
vizualizalni anélkil, hogy barmit is manualisan kellene elkészitened, valamint, hogy hogyan
derithetsz fényt azokra a folyamatokra, amelyek létezésérdl eddig nem is tudtal.

Automatizacio és Al Agentek — mi van a promptolason tul?

Id6pont: 2025.11.13.
El6ado: Kovach Anton, Active Vision
Helyszin: NJE GAMF

A mesterséges intelligencia kora Uj szintre lépett: mar nemcsak valaszol a kérdéseidre —
hanem dolgozik helyetted. De mit jelent ez a gyakorlatban? Hogyan épithetsz olyan
automatizalt folyamatokat és Al Agenteket, amelyek valddi értéket teremtenek — akar
egyetemistaként, akar vezetéként?
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Ipari rendszerek kiberbiztonsaga

Id6épont: 2025.11.27.
El6ado: Dr. Répas Jozsef, Alverad Technology Focus Kift.
Helyszin: NJE GAMF

A digitalizacio és az Ipar 4.0 korszakaban a gyartas, az energetika, a kozlekedés és mas
kritikus agazatok egyre inkabb tamaszkodnak az ipari iranyité rendszerekre (ICS) és az ipari
technoldgiakra (OT). Ezek a rendszerek kdzvetlen kapcsolatban allnak a fizikai kornyezettel,
igy mikddésik biztonsaga nem csupan informatikai, hanem gazdasagi és tarsadalmi kérdés
is. Az el6éadas betekintést nyujt az ICS/OT biztonsag kihivasaiba és megoldasaiba, kiilénos
tekintettel:

e az OT és IT rendszerek eltéré mikodésére és biztonsagi szemléletére,
e a kockazatos agazatok (pl. energetika, kozlekedés, egészségugy, ivoviz-
szolgaltatas) sajatos veszélyeire,
e a kockazatkezelési és védekezési stratégiakra, beleértve a defense-in-depth
megkdzelitést.
o Az el6adas valaszt ad arra, hogy:
e hogyan védhetdk az ipari rendszerek a jogosulatlan beavatkozasokkal és kartékony
kédokkal szemben,
e milyen kulénbségek vannak az IT és OT biztonsagi prioritasok kdzott,
e hogyan lehet 6sszehangolni a technoldgiai megbizhatésagot és a kiberbiztonsagi
megfelelést.
A résztvevok atfogd képet kapnak a nemzeti és nemzetkdzi szabvanyok (pl. NIST 800-82,
2024. évi LXIX. toérvény) szerepér6l, valamint gyakorlati példakon keresztll ismerhetik meg,
milyen tényez6k biztositjak a kritikus rendszerek ellenallé képességét.

Ez az el6adas azoknak szodl, akik meg akarjak érteni, hogyan lehet az ipari rendszerek
biztonsagat a jové kihivasaihoz igazitani, és miért elengedhetetlen az OT kiberbiztonsag a
modern tarsadalmak mikoédésében.



